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PRIVACY & GDPR POLICY

1. INTRODUCTION
Able2B is committed to protecting the privacy and personal data of clients, staff, contractors, volunteers, partners and website users. This Privacy & GDPR Policy explains how we collect, use, store, protect and share personal data, including online and digital data, in line with the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
This policy applies to:
· Client and participant information
· Staff, sessional workers, contractors and volunteers
· Online data held within our systems (including Microsoft Office 365)
We review this policy regularly and may update it from time to time. The most current version will always be available on request.
2. WHO WE ARE
Able2B Unit 9, Gilchrist Close, Bessemer Road, Norwich NR4 6AT
Email: info@able2b.co.uk
Able2B is the data controller for the personal data we hold.
3. THE LEGAL BASES FOR PROCESSING DATA
Under UK GDPR, we must have a lawful basis for processing personal data. We rely on the following:
a) Consent
Where required, we collect and process personal data with explicit consent, for example:
· Client consent forms
· Health and wellbeing information
· Marketing communications
Consent can be withdrawn at any time.
b) Contractual necessity
We process personal data where it is necessary to:
· Deliver services
· Manage employment, contracts or volunteering arrangements
· Process bookings, sessions, payroll or expenses
c) Legal obligation
We may process personal data to comply with legal duties, including:
· Safeguarding requirements
· HMRC and employment law
· Cooperation with law enforcement where required
d) Legitimate interests
We process some data as part of running Able2B responsibly and effectively, where this does not override individual rights, for example:
· Service improvement
· Internal administration
· Communications relevant to our work
4. WHEN WE COLLECT PERSONAL DATA
We collect personal data when:
· You access our website or social media pages
· You complete online or paper forms
· You register for or take part in services, programmes or events
· You contact us by email, phone, post or social media
· You are employed by, contracted to, or volunteer with Able2B
· You use our digital systems or are provided with an Able2B email account
5. TYPES OF PERSONAL DATA WE COLLECT
Depending on your relationship with Able2B, we may collect:
Client data
· Name, address, date of birth, contact details
· Health, wellbeing or accessibility information (where relevant)
· Attendance records, progress notes and outcomes
· Consent forms and assessments
Staff and workforce data
· Contact details and emergency contacts
· Right to work documentation
· Payroll, bank and tax information
· Training, supervision and performance records
Online and digital data
· Email correspondence
· Documents stored securely within Microsoft Office 365
· Website usage data (IP address, device, browser type)
· Social media interactions
6. HOW WE USE PERSONAL DATA
We use personal data to:
· Deliver and manage services safely and effectively
· Communicate with clients, staff and partners
· Meet safeguarding, insurance and legal obligations
· Process payments and payroll
· Improve services and measure outcomes
· Manage internal operations and staffing
Where we rely on consent, you may withdraw it at any time.
7. DATA SHARING
We do not sell or trade personal data.
We may share data only where necessary, including with:
· Professionals delivering services on behalf of Able2B
· Payroll providers or accountants
· IT and secure cloud service providers (including Microsoft)
· Regulators or statutory bodies where legally required
All third parties are required to comply with data protection law.
8. HOW WE PROTECT YOUR DATA
Able2B takes data security seriously. Measures include:
· Secure, password-protected systems
· Role-based access controls
· Use of Microsoft Office 365 with multi-factor authentication and encrypted storage
· Secure storage of paper records
· Staff training on data protection and confidentiality
Only authorised personnel can access personal data, and only where necessary.
9. DATA RETENTION
We only keep personal data for as long as necessary:
· Client data is retained in line with safeguarding, funding and insurance requirements
· Staff data is retained in line with employment and HMRC regulations
When data is no longer required, it is securely deleted or anonymised.
10. YOUR RIGHTS
Under UK GDPR, you have the right to:
· Access your personal data
· Request correction of inaccurate data
· Request deletion (where applicable)
· Restrict or object to processing
· Withdraw consent at any time
· Object to direct marketing
Requests can be made by contacting us using the details below.
11. IDENTITY VERIFICATION
To protect your information, we may ask you to verify your identity before responding to data requests.
12. COMPLAINTS
If you are unhappy with how we handle your data, you may complain to:
Information Commissioner’s Office (ICO)
Phone: 0303 123 1113
Website: www.ico.org.uk/concerns
13. CONTACT US
If you have any questions about this policy or how your data is handled:
Email: info@able2b.co.uk
Address: Able2B, Unit 9, Gilchrist Close, Bessemer Road, Norwich NR4 6AT
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